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|  |  |  |
| --- | --- | --- |
| 1 | Describe the role of information in political space.  | 1 |
| 2  | Define the concepts of "Information Space" "Information Society", "Information Technology" and «Information Wars».  | 1 |
| 3  | Describe the main theoretical and methodological problems of studies of information wars.  | 1 |
| 4 | Uncover the essence of information wars, principles of reference and means of providing.  | 1 |
| 5 | Identify principles of information warfare and means to ensure them.  | 1 |
| 6  | Give a description of the types of information weapons and how to use them.  | 1 |
| 7  | Compare the influence of myths, as a tool and impact on people in ancient times and in modern times.  | 1 |
| 8 | Give a description of the history of information and psychological wars.  | 1 |
| 9  | Show the place and role of rumors in the introduction of information and psychological impact.  | 1 |
| 10 | Describe the features of "dirty" elective technology.  | 1 |
| 11 | Analyze the features and structure and information weapons.  | 1 |
| 12  | Describe the works of D.A. Volkogonov about psychological wars and psychological operations.  | 1 |
| 13  | Analyze the structure and distinctive features of the information weapon.  | 1 |
| 14  | Expand the structure and distinctive features of methods for ensuring moral and psychological information security.  | 1 |
| 15  | Give the definition of " cyber space", " cyber war "  | 1 |
| 16 | Uncover cyberwar as a kind of information wars.  | 2  |
| 17  | Describe the modern theory of information warfare.  | 2  |
| 18  | Analyze the activities of various states in countering cyber-attacks.  | 2  |
| 19  | Consider the features of the network society.  | 2  |
| 20  | Analyze the classification of rumors: an expressive and informational criterion.  | 2  |
| 21  | Specify the methods of dealing with "dirty" technology.  | 2  |
| 22  | Features of the introduction of information wars in XX and XXI centuries. Perform a comparative analysis.  | 2  |
| 23  | Describe the organizational, technical and legal methods of ensuring moral and psychological information security.  | 2  |
| 24  | Explain the process of distorting information in the process of circulating rumors.  | 2  |
| 25  | Conduct a SWOT analysis of the propaganda system of the Soviet Union.  | 2  |
| 26  | Expand the role of propaganda in the process of information and psychological impact.  | 2  |
| 27  | Outline the work of Chinese researchers on the nature of modern information warfare.  | 2  |
| 28  | Conduct case analysis technologies of reflection and direction of rumors in a crisis.  | 2  |
| 29  | Identify the stages of the implementation of the information-psychological war.  | 2  |
| 30  | Conduct a case analysis of methods of psychological operations in information wars.  | 2  |
| 31  | Spend a case study of the use of technology information and psychological wars in modern world and domestic conflicts.  | 3  |
| 32  | Explain the place and role of the network society in the works of Manuel Castells.  | 3  |
| 33  | Classify technology informational support of crisis public relations.  | 3  |
| 34  | Characterize state policy in the information war with specific examples.  | 3  |
| 35  | Identify the role of the legal aspects of information wars .  | 3  |
| 36  | Analyze research in the field of informational, informational, and psychological wars: stages, directions, approaches.  | 3  |
| 37  | Analyze the features of information-psychological warfare as a means of aggression and achieving political goals.  | 3  |
| 38  | Expand the state policy to ensure information security.  | 3  |
| 39  | Consider the kinds of dirty information technology.  | 3  |
| 40  | Tell us about the differences between the information war and the traditional war.  | 3  |
| 41  | Give a description of the policy of the Republic of Kazakhstan to ensure information security in the country.  | 3  |
| 42  | Assess the role of methods of psychological operations in the information wars. | 3  |
| 43  | Identify the main directions of the state information policy in the Republic of Kazakhstan .  | 3  |
| 44  | Conduct a SWOT - analysis of the activities of local authorities of Kazakhstan in crisis situations .  | 3  |
| 45  | Expand the role of public authorities in crisis management in the information and psychological sphere  |  |
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